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DIGITALEUROPE views on the Regulation on the Framework for 
the Free Flow of Non-Personal Data 

Brussels, 15 December 2018 

 
 
DIGITALEUROPE believes it is of the utmost importance that every effort is made to guarantee the free flow of data, which 
is a vital source of innovation, growth and jobs. In our opinion, to maximize the benefits of cross border data flows the 
scope of the legislation should not be narrowed.  

We are very concerned with the latest discussions in the Council where several Members States are advocating the limiting 
of the scope or extending the exemptions.   

We invite the Council to take the necessary time to consider this important piece of legislation rather than rushing to a 
conclusion under the Estonian Presidency that would eventually defeat the purpose of the proposal. 

Widening the exemptions to public security, public policy, or activities connected public authorities will risk creating a blank 
license for Member States to localise data. We fully respect the Member State’s competence to decide when and if they 
want to outsource via public procurement. However, public data should be covered by this regulation in the cases where 
Member States make public tenders. More dialogue is still needed to determine if other types of non-personal data, not 
already covered by the exemption for public security, is sensitive enough to justify localisation requirements.  

Removing public data from the scope risks incentivising public authorities to (i) insource their data storage and processing 
or (ii) not to outsource it at all. As public institutions adopt cloud, they lower the tax burden for their operations, bring 
more efficiencies to their internal work processes, and improve constituent interactions by offering e-governance solutions. 
Removing public data from the scope or introducing a wide range of exceptions will encourage insourcing, and put up 
barriers preventing SMEs from creating and offering services and products for the Government. Member States would be 
put at risk to unnecessarily increase capital expenditures and decrease operational efficiencies including weakening 
cybersecurity options. 

Our members and national trade associations stand ready to discuss this topic with the co- legislators. 

 

 
 

 

For more information, contact: 

Ray Pinto, Policy and Member Relations Director 
ray.pinto@digitaleurope.org or +32 472 55 84 02 
 
Lionel Sola, Communications and Political Outreach Director 
lionel.sola@digitaleurope.org or +32 492 25 84 32 
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ABOUT DIGITALEUROPE  

DIGITALEUROPE represents the digital technology industry in Europe. Our members include some of the world's largest IT, 
telecoms and consumer electronics companies and national associations from every part of Europe. DIGITALEUROPE wants 
European businesses and citizens to benefit fully from digital technologies and for Europe to grow, attract and sustain the 
world's best digital technology companies. DIGITALEUROPE ensures industry participation in the development and 
implementation of EU policies. 

DIGITALEUROPE’s members include in total 25,000 ICT Companies in Europe represented by 61 corporate members and 
37 national trade associations from across Europe. Our website provides further information on our recent news and 
activities: http://www.digitaleurope.org   

 

DIGITALEUROPE MEMBERSHIP 

Corporate Members  

Adobe, Airbus, Amazon, AMD, Apple, BlackBerry, Bose, Brother, CA Technologies, Canon, Cisco, Dell, Dropbox, Epson, 
Ericsson, Fujitsu, Google, Hewlett Packard Enterprise, Hitachi, HP Inc., Huawei, IBM, Intel, JVC Kenwood Group, Konica 
Minolta, Kyocera, Lenovo, Lexmark, LG Electronics, Loewe, Microsoft, Mitsubishi Electric Europe, Motorola Solutions,  
MSD Europe Inc., NEC, Nokia, Nvidia Ltd., Océ, Oki, Oracle, Panasonic Europe, Philips, Pioneer, Qualcomm, Ricoh Europe 
PLC, Samsung, SAP, SAS, Schneider Electric, Sharp Electronics, Siemens, Sony, Swatch Group, Tata Consultancy Services, 
Technicolor, Texas Instruments, Toshiba, TP Vision, VMware, Western Digital, Xerox, Zebra Technologies. 

National Trade Associations  

Austria: IOÖ 
Belarus: INFOPARK 
Belgium: AGORIA 
Bulgaria: BAIT 
Cyprus: CITEA 
Denmark: DI Digital, IT-BRANCHEN 
Estonia: ITL 
Finland: TIF 
France: AFNUM, Force Numérique, 
Tech in France  
Germany: BITKOM, ZVEI 

Greece: SEPE 
Hungary: IVSZ 
Ireland: TECHNOLOGY IRELAND 
Italy: Anitec-Assinform 
Lithuania: INFOBALT 
Netherlands: Nederland ICT, FIAR  
Poland: KIGEIT, PIIT, ZIPSEE 
Portugal: AGEFE 
Romania: ANIS, APDETIC 
Slovakia: ITAS 
Slovenia: GZS 

Spain: AMETIC 
Sweden: Foreningen 
Teknikföretagen i Sverige, 
IT&Telekomföretagen 
Switzerland: SWICO 
Turkey: Digital Turkey Platform, 
ECID 
Ukraine: IT UKRAINE 
United Kingdom: techUK   
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